[Voor Nederlands: scroll omlaag]

**Lahey, 4 Mayıs 2018**

**Konu: Genel Veri Koruma Yönetmeliği (AVG)**

Bu belgede, 25 Mayıs 2018 tarihinde yürürlüğe girecek olan Genel Veri Koruma Yönetmeliği (AVG) hakkında bilgi ve cami şubelerimiz için getirdiği sonuçları paylaşmak istiyoruz.

**1. Genel Veri Koruma Yönetmeliği (AVG) nedir?**

AVG, Avrupa Birliği vatandaşlarının gizlilik haklarını korumak amacıyla son 20 yılda yapılan en büyük reformlardan biridir. Avrupa'da bulunan, kişisel veriler ile çalışan tüm kurumlar yeni yönetmeliğe uygun hareket etmeleri gerekecek. HDV Merkezi, Vakif BV Şirketi ve HDV Şubeleri de bu kurumlar arasında yer alıyor.

**2. Bu bağlamda kurumlardan neler bekleniliyor?**

25 Mayıs 2018 tarihinden itibaren Avrupa Birliği vatandaşının onayı olmadıkça kurumların veri toplama izni olmayacak; kurumların veri toplaması sadece açık ve net onay süreci ile mümkündür. Ayrıca kurumlar sadece sundukları hizmetlerle gerçekten ilgisi bulunan verileri alabilecek. Yönetmeliğin bir başka boyutu da hangi verilerin ne amaçla depolandığını sorgulama hakkı. Buna göre kişisel verileri işleyen kurumlar, talep edilmesi durumunda hangi veriyi depoladığını ve bu veriyi hangi amaçla kullandığını beyan etmek durumunda olacak. Ayrıca kaydı bulunan kişilerin verileri, talep edilmesi durumunda değiştirilmesi veya silinmesi gerekmektedir. Son olarak verilere sadece verilere direk ilgisi olan kişiler erişebilecek.

**3. Şartların ihlali durumunda ne olabilir?**

AVG’ye aykırı bir veri ihlali, 20 milyon Euro veya cironun yüzde 4’üne varan para cezaları söz konusu olabilir. Dolayısıyla, simdiden altyapı hazırlıklarına başlamak uygun olur.

**4. Camii şubeleri ne yapmalıdır?**

Camii şubelerinde üye ve öğrenci bilgileri muhafaza ediliyor. Yukarıda belirtilen şartlar ışığında, üye ve öğrenci bilgileri depolamada şunlara dikkat edilmelidir:

* Kaydı yapılan yeni üye (veya yeni öğrenci), bundan böyle üyenin (veya velinin) şahsına ait verilerin kaydetmesine dair yazılı şekilde beyan gerekmektedir.
* Kayıt esnasında sadece gerçekten mühim görülen veriler istenilmelidir, örneğin isim, soy isim, adres, posta kodu, kaldığı şehir, telefon numarası, doğum tarihi ve e-mail adresi. BSN numarası, hastalıklar, medeni durum, banka hesap numarası ve gibi hassas ve katma değeri olmayan bilgiler istenilmeyecek.
* Üye veya veli, dilediği takdirde kayıtta bulunan verilere bakabilmeli, dilediği takdirde bilgileri değiştirebilmeli ve dilediği takdirde kayıtta bulunan veriler imha edilebilmeli.
* Üye ve öğrenci bilgilere sadece cami idaresi, din görevlisi ve HDV Eğitim birimin kaydında bulunan fahri eğitimciler erişebilecek. Öğrenci bilgileri içeren eğitim materyalleri ve üye bilgileri taşıyan herhangi bir veritabanı kapalı yerde muhafaza edilmesi gerekmektedir. Bilgisayar gibi cihazlarda muhafaza edilen bilgilere sadece şifre ile girilebilmeli, veriler içeren cihazda devamlı olarak güncellenmiş virüs, anti-malware ve firewall programları bulunulmalı.
* Kira, personel veya gönüllü çalışanların sözleşmelerinin güvenli bir şekilde muhafaza edilmesi ve protokol listesine dahil edilmesi gerekmektedir.
* Seçimli genel kurullarda vekalet verilmesi halinde kimlik bilgilerinin nasıl bir şekilde kullanılıp imha edileceğinin protokol şeklinde yazılması gerekmektedir.

**Daha fazla bilgi için [Türkçe]:**

<http://www.bilgitoplumu.gov.tr/wp-content/uploads/2017/07/AB_Veri_Koruma_Tuzugu.pdf>

<http://www.haberturk.com/genel-veri-koruma-yonetmeligi-25-mayis-2018-de-yururluge-giriyor-1847499-ekonomi>

**Den Haag, 4 mei 2018**

**Betreft: Algemene Verordening Gegevensbescherming (AVG)**

Per 25 mei 2018 is de Algemene Verordening Gegevensbescherming (AVG) van kracht. In dit document beschrijven we wat dat inhoudt en wat de gevolgen ervan zijn voor lokale moskee-organisaties.

**1. Wat houdt de Algemene Verordening Gegevensbescherming (AVG) in?**

AVG is een nieuwe en ingrijpende privacywetgeving die per 25 mei 2018 in de hele Europese Unie (EU) geldt. Per die datum dienen alle zich in de EU bevindende organisaties zich te houden aan die nieuwe regelgeving. Ook voor de Islamitische Stichting Nederland (ISN), Vakif BV en voor lokale moskee-organisaties heeft dit gevolgen.

**2. Wat verwacht AVG van organisaties?**

Vanaf 25 mei 2018 mogen alleen persoonsgegevens verzameld worden indien de persoon in kwestie er uitdrukkelijk mee instemt. Daarbij mogen uitsluitend relevante gegevens worden verzameld die rechtstreeks verband houden met de dienstverlening van een organisatie. Elke burger heeft bovendien het recht om de vastgelegde gegevens te bevragen, in te zien, te wijzigen en te laten vernietigen. Tot slot dient de beveiliging van de vastgelegde persoonsgegeven gewaarborgd te zijn.

**3. Wat gebeurt er bij overtreding van de AVG?**

Overtreedt een organisatie de nieuwe privacywet, dan kan de toezichthouder een boete opleggen tot 20 miljoen of 4% van de jaaromzet van de overtreder. Het is daarom van belang om – ter voorbereiding – vroegtijdig maatregelen te treffen.

**4. Hoe dienen lokale moskee-organisaties te handelen?**

Als gevolg van hun dienstverlening slaan moskee-organisaties gegevens op van individuele leden en van leerlingen die godsdienstonderwijs genieten. In het licht van de hiervoor genoemde voorwaarden dienen moskee-organisaties de volgende punten te implementeren in hun bedrijfsvoering:

* Bij aanmelding van een nieuw lid of registratie van een nieuwe leerling dient het nieuwe lid (of ouder/verzorger van de leerling) expliciet schriftelijk toestemming te geven voor de vastlegging van persoonlijke gegevens.
* Bij het registeren van gegevens mogen alleen relevante aspecten worden uitgevraagd, zoals (voor)naam, adres, postcode, plaats, telefoonnummer, geboortedatum en e-mailadres. Gevoelige en irrelevante informatie als BSN-nummers, aandoeningen, burgerlijke staat en bankrekeningnummers mogen nimmer worden opgevraagd.
* Het lid of ouder/verzorger dient op verzoek inzage te kunnen krijgen in de vastgelegde gegevens. Op diens verzoek moeten deze gegevens aangepast en op verzoek zelfs vernietigd worden.
* Alleen bevoegde functionarissen mogen toegang krijgen tot vastgelegde persoonlijke gegevens. Dat houdt in dat de vastgelegde persoonsgegevens alleen voor de dienstdoende geloofsbedienaar, bestuurder(s) en de bij ISN Onderwijscoördinatie bekende onderwijsassistenten toegankelijk zijn. Onderwijsmateriaal en andere gegevensbestanden die persoonlijke gegevens bevatten van moskeeleden en/of leerlingen dienen in een deugdelijk afgesloten ruimte opgeslagen te zijn. Computers en andere gegevensdragers dienen beveiligd te zijn met een wachtwoord. Computers dienen voorzien te zijn van een firewall en van doorlopend bijgewerkte virus- en anti-malwareprogramma’s.
* Arbeidsovereenkomsten van medewerkers en vrijwilligers alsmede huurovereenkomsten dienen in een beveiligde omgeving gearchiveerd te worden en dient de wijze van opslag vastgelegd te worden in een zelf bij te houden activiteitenregister.
* Ingeval van uitschrijven van een verkiezing tijdens de Algemene Vergadering dient de wijze waarop de binnengekomen identiteitsgegevens van gevolmachtigden vernietigd gaan worden vermeld te worden in een zelf bij te houden activiteitenregister.

**Voor meer informatie [Nederlands]:**

<https://autoriteitpersoonsgegevens.nl/nl/onderwerpen/avg-nieuwe-europese-privacywetgeving>

<https://www.consumentenbond.nl/internet-privacy/de-nieuwe-privacywet-8-veranderingen>